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  225
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  . personal health   information, 184,
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  . Freedom   of Information   and   Pro- 
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  . future of, 149
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  . jurisdiction, federal versus pro-
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  . objectives and   principles, 19
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  157, 182

  statutory   cause of action, 157,
  248, 250
  intentional acts, 160

  . standard   of care, relevance to, 121,
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  14

  . United   States
  Privacy   Act of 1974, 3
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  TECHNOLOGY. See also
  CYBERSECURITY; INSURANCE
  . artificial intelligence, 14
  . biometrics, 51
  . control over, 26
  . cyberbullying, 166
  . data and   data assets, defining, 413
  . disruptive effect, 2
  . drones, 51

  Index

  627



  . encryption, 26 
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  . information   technology, 10, 15, 19, 
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