Table of Contents
Volume 1

PART 1. HISTORY

CHAPTER 1. AN OVERVIEW AND HISTORY

OF THE U.S. INTELLIGENCE COMMUNITY
§1:1 In general

§ 1:2 The National Security Act of 1947

§ 1:3 The National Security Council

§ 1:4 The Director of Central Intelligence

§ 1:5 The Director of National Intelligence

§ 1:6 The Intelligence Community today

§ 1:7 The FBI

§ 1:8 The DOJ National Security Division

CHAPTER 2. REGULATION OF THE
INTELLIGENCE COMMUNITY RESULTING

FROM A HISTORY OF ABUSE

§2:1 In general
§2:2 History of abuse

§2:3 —Improper investigative techniques
§2:4 —Improper investigative targets

§2:5 —Improper political purposes

§ 2:6 —Inadequate regulation and oversight

§ 2.7 Increased regulation and oversight
§2:8 Interaction between intelligence and law enforcement

§2:9 —Sources of affirmative authority for IC-LE assistance

§ 2:10 —Limits on IC-LE assistance

§ 2:11 — —The law enforcement proviso

§ 2:12 — —Posse comitatus and other DOD-specific
restrictions

§ 2:13 — —Fourth Amendment restrictions on intelligence
collection

§ 2:14 — —Discovery obligations

§ 2:15 The Attorney General’s Domestic Operations
Guidelines

§ 2:16 —Structure
§ 2:17 —Philosophy

XXV



NATIONAL SECURITY INVESTIGATIONS

§ 2:18 —Operations

CHAPTER 3. THE HISTORY OF NATIONAL
SECURITY ELECTRONIC SURVEILLANCE
AND PHYSICAL SEARCHES

§ 3:1 In general
§ 3:2 The early development of electronic surveillance
§ 3:3 The origins of national security electronic surveillance

§ 3:4 Growth and abuse of national security electronic
surveillance

§ 3:5 Title III

§ 3:6 The Keith case

§ 3:7 Post-Keith developments and the enactment of FISA
§ 3:8 Physical searches

§ 3:9 Conclusion

PART II. NSI TECHNIQUES

CHAPTER 4. AN OVERVIEW OF FISA

§4:1 In general

§ 4:2 History and scope

§ 4:3 Use of FISA and the FISC
§ 4:4 The FISA wall

§ 4:5 Use, disclosure, and suppression of information obtained
or derived from FISA

§ 4:6  Congressional oversight and reporting
§ 4:7 Legislative history and the interpretation of FISA

CHAPTER 5. THE FOREIGN
INTELLIGENCE SURVEILLANCE COURT

AND THE COURT OF REVIEW

§5:1 In general

§ 5:2 The Foreign Intelligence Surveillance Court—
Jurisdiction

§ 5:3 —The FISC’s personnel and facilities
§ 5:4 —The FISC’s review of applications

§ 5:5 —Inter Partes litigation and amicus participation in the
FISC and other courts

§ 5:6 —Constitutional challenges to the FISC
§ 5:7 The Foreign Intelligence Surveillance Court of Review

XXV



TaBLE oF CONTENTS

CHAPTER 6. TRADITIONAL FISA
APPLICATIONS AND ORDERS FOR
ELECTRONIC SURVEILLANCE AND
PHYSICAL SEARCHES

§ 6:1
§ 6:2
§ 6:3
§ 6:4
§ 6:5
§ 6:6

§ 6:7
§ 6:8
§ 6:9
§ 6:10
§ 6:11
§ 6:12
§6:13
§6:14
§ 6:15

In general

Applications and affidavits

—Mechanics and accuracy of the FISA affidavit

Certifications

Attorney general approval

FISA primary orders for electronic surveillance and
searches

Duration of authority

—Electronic surveillance

—Physical searches

—Renewals

FISA secondary orders and “assistance”

Roving surveillance

—Title III

—FISA

—Chart

CHAPTER 7. FISA’S DEFINITIONS OF
ELECTRONIC SURVEILLANCE AND
PHYSICAL SEARCH

§7:1
§ 7:2
§ 7:3

§ 7:4

§ 7:5
§ 7:6
§ 7:7
§ 7:8

§7:9
§ 7:10
§ 7:11
§ 7:12
§ 7:13
§ 7:14
§ 7:15

§ 7:16
§ 7:17

In general

Electronic surveillance

—Overview of the four parts of the definition of
electronic surveillance

—The six elements in the definition of electronic
surveillance

— —Type of communication

— — —Wire communication

— — —Radio communication

— — —Information other than wire or radio
communications

— —Type of acquisition—Acquisition

— — —Use of a surveillance device

— — —Contents

— —Location of acquisition

— —Targets

— —Location of targets

— —Reasonable expectation of privacy and warrant
required for law enforcement

— —Chart

—Limits

XxXVil



NATIONAL SECURITY INVESTIGATIONS

§ 7:18 Physical search

§ 7:19 Application of the definitions

§ 7:20 —Traditional land-line telephone calls
§ 7:21 —Faxes

§ 7:22 —Mobile telephone calls

§ 7:23 —Microphones and video

§ 7:24 —Email and voice mail messages

§ 7:25 — —Background on email and voice mail

§ 7:26 — —Acquisition of stored email and voice mail

§ 7:27 — — —Monitoring, use of a surveillance device, and
physical intrusion

§ 7.28 — — —Warrant required and expectation of privacy

§ 7:29 — —Acquisition of transiting email and voice mail

CHAPTER 8. FISA’S OTHER KEY

DEFINITIONS

§8:1 In general
§8:2 FISA’s definitions of foreign power and agent of a
foreign power

§8:3 —Foreign powers

§8:4  — —Foreign governments (50 U.S.C.A. § 1801(a)(1))

§ 8:5 — —Factions of foreign nations (50 U.S.C.A.
§ 1801(a)(2))

§ 8:6 — —Entities openly controlled by foreign governments
(50 U.S.C.A. § 1801(a)(3))

§ 8.7 — —International terrorist groups (50 U.S.C.A.
§ 1801(a)(4))

§8:8 — —Foreign-based political organizations (50 U.S.C.A.
§ 1801(a)(5))

§8:9 — —Entities controlled by foreign governments (50
U.S.C.A. § 1801(a)(6))

§ 8:10 — —Entities engaged in international proliferation of

weapons of mass destruction (50 U.S.C.A.
§ 1801(a)(7))

§ 8:11 —Agents of foreign powers

§ 8:12 — —Non-United States persons—Officers or employees
of foreign powers and members of international
terrorist groups (50 U.S.C.A. § 1801(b)(1)(A))

§ 8:13 — — —Persons acting on behalf of foreign powers
engaged in clandestine intelligence activities (50
U.S.C.A. § 1801(b)(1)(B))

§ 8:14 — — —Lone wolf terrorists (50 U.S.C.A.
§ 1801(b)(1)(C))
§ 8:15 — — —Persons involved in international proliferation

of weapons of mass destruction (50 U.S.C.A.
§ 1801(b)(1)(D) and (E))
§ 8:16 — —Any person

XXViii



TaBLE oF CONTENTS

§ 8:17
§ 8:18
§ 8:19
§ 8:20
§ 8:21

§ 8:22
§ 8:23
§ 8:24
§ 8:25
§ 8:26
§ 8:27
§ 8:28

§ 8:29
§ 8:30

§ 8:31
§ 8:32

§ 8:33
§ 8:34
§ 8:35

§$ 8:36
§ 8:37

§ 8:38
§ 8:39
§ 8:40
§ 8:41
§ 8:42

§ 8:43
§ 8:44
§ 8:45

— — —Clandestine intelligence gathering (50 U.S.C.A.
§ 1801(b)(2)(A))

— — —Other clandestine intelligence activities (50
U.S.C.A. § 1801(b)(2)(B))

— — —Sabotage or international terrorism (50
U.S.C.A. § 1801(b)(2)(C))

— — —Use of fraudulent identity (50 U.S.C.A.
§ 1801(b)(2)(D))

— — —Aiding and abetting and conspiring (50
U.S.C.A. § 1801(b)(2)(E))

—Constitutionality

FISA’s definition of “international terrorism”

—The definition of “international terrorism”

— —Violent acts or acts dangerous to human life

— —Purpose to intimidate or coerce

— —International nexus

FISA’s definitions of “sabotage” and “weapons of mass
destruction”

FISA’s definition of “foreign intelligence information”

—Necessity and relevance: protection of U.S. persons’
privacy

—Protective foreign intelligence information

— —Information concerning potential attack or other
hostile acts

— —Information concerning sabotage or international
terrorism

— —Information concerning foreign intelligence
activities

— —Information concerning international drug
trafficking

—Affirmative foreign intelligence information

FISA’s definition of “United States person” and related
protections

—The definition of “United States person”

—FISA’s protections for U.S. persons

— —Electronic surveillance

— —Agent of a foreign power

— —Certification concerning foreign intelligence
information

— —Minimization

— —Pen/trap surveillance

—Equal protection

CHAPTER 9. FISA MINIMIZATION

§9:1
§ 9:2

In general
Traditional FISA electronic surveillance and physical
searches

XXIX



NATIONAL SECURITY INVESTIGATIONS

§9:3 Foreign intelligence information

§9:4 —Scope

§9:5  —Acquisition

§9:6  —Retention

§ 9:7 —Dissemination

§9:8 Dissemination of affirmative foreign intelligence
information

§9:9 Retention and dissemination of evidence of a crime

§ 9:10 NSA minimization procedures (approved in 1997)

§9:11 Use of U.S. person communications acquired through
surveillance and searches approved solely by the
attorney general

§ 9:12 Minimization concerning business records and tangible
things

§ 9:13 Minimization under the FISA Amendments Act of 2008

§ 9:14 Pen/Trap surveillance

CHAPTER 10. THE RISE AND FALL OF THE

FISA WALL

§ 10:1 In general
§ 10:2 FISA’s “purpose” and “foreign intelligence
information” provisions

§ 10:3 —The “primary purpose” test

§10:4 —Application of the “primary purpose” test

§ 10:5 The FISA wall

§ 10:6 —From FISA’s enactment to the Ames case

§ 10:7 —The March 1995 memo and the July 1995
procedures—The March 1995 memo

§10:8 — —The July 1995 procedures

§ 10:9 —Efforts to improve coordination before September
11, 2001

§ 10:10 —The USA Patriot Act
§ 10:11 —Implementation of the Patriot Act in the FISC
§ 10:12 —The FISA appeal

§ 10:13 — —FISA as enacted in 1978

§ 10:14 — —The USA Patriot Act

§ 10:15 — —Judicial review of purpose

§ 10:16 —The 2024 Amendment of “Foreign Intelligence
Information”

CHAPTER 11. THE CONSTITUTIONALITY
OF FISA WITHOUT THE WALL, FISA
“PROBABLE CAUSE,” AND FISA ORDERS AS

FOURTH AMENDMENT “WARRANTS”

§ 11:1 In general
§ 11:2 FISA orders as Fourth Amendment “Warrants”

XXX



TaBLE oF CONTENTS

§ 11:3 —Procedural requirements for Fourth Amendment
“Warrants”

§11:4 —Substantive requirements for Fourth Amendment
“Warrants”

§ 11:5 — —Probable cause

§ 11:6 — —Particularity

§ 11:7 —Reasonableness of FISA under conventional
standards and comparison to Title III

§11:8 — —Necessity

§ 11:9 — —Duration of surveillance order

§ 11:10 — —Minimization and sealing

§ 11:11 —Conclusion

§ 11:12 FISA and special needs

§ 11:13 —Background on special needs doctrine

§ 11:14 —Application of special needs doctrine to FISA
§ 11:15 —Primary purpose and significant purpose

§ 11:16 —Reasonableness

§ 11:17 — —Practical effects of the wall
§ 11:18 — —Government’s effectiveness
§ 11:19 — —Civil liberties

§ 11:20 — — —Lawyer oversight

§ 11:21 — — —Other remedies

CHAPTER 12. TRADITIONAL FISA
ACTIVITY WITHOUT ADVANCE JUDICIAL
APPROVAL

§ 12:1 In general
§ 12:2  Surveillance and searches of foreign powers by
Attorney General certification

§ 12:3 —Exclusive use or control by an official foreign power
§ 12:4 —No substantial likelihood of surveilling or searching
U.S. persons

§12:5 —Minimization

§ 12:6 Testing and training
§ 12:7 Emergencies

§12:8 War

CHAPTER 13. CONGRESSIONAL

OVERSIGHT OF FISA AND REPORTING
§ 13:1 In general
§13:2 Theg “fully informed” standard

§ 13:3 Detailed reporting obligations to committees of
Congress

§ 13:4 Public reporting
§ 13:5 Reports by entities receiving FISA nondisclosure
orders

XXX1



NATIONAL SECURITY INVESTIGATIONS

§ 13:6 Summary table of reporting obligations
§ 13:7 Secrecy and Transparency

CHAPTER 14. CIVIL AND CRIMINAL

PENALTIES FOR MISUSE OF FISA

§ 14:1 In general

§ 14:2 Interaction between FISA and Title III

§ 14:3 FISA’s criminal provisions

§ 14:4 —Under color of law

§ 14:5 —Prohibited conduct

§ 14:6 —Intent

§ 14:7 —Affirmative defense

§ 14:8 —Physical searches

§ 14:9 Civil remedies for unauthorized surveillance and
searches

CHAPTER 15. THE PRESIDENT’S
STATUTORY AND CONSTITUTIONAL
AUTHORITY TO CONDUCT FOREIGN
INTELLIGENCE SURVEILLANCE AND
SEARCHES—THE NSA SURVEILLANCE

PROGRAM

§ 15:1 In general

§ 15:2 Did the NSA conduct foreign intelligence “electronic
surveillance™?

§ 15:3 Did Congress intend electronic surveillance to be
conducted solely under FISA?—Constitutional

preclusion

§15:4 — —Statutory preclusion

§ 15:5 — —The government’s argument

§ 15:6 — —Constitutional avoidance

§ 15:7  — —Summary of analysis on the exclusivity provision

§ 15:8 Does the AUMF authorize the NSA surveillance—The
AUMF

§ 15:9 — —The AUMF and other laws

§ 15:10 — —Summary of analysis on the AUMF

§ 15:11 Is the NSA surveillance unconstitutional?
§ 15:12 —Separation of powers
§ 15:13 —Fourth Amendment

CHAPTER 16. FISA MODERNIZATION

§ 16:1 In general

§ 16:2 Traditional FISA’s essential requirements

§ 16:3 An overview of the three arguments for FISA
modernization

XXX11



TaBLE oF CONTENTS

§ 16:4 The shift from satellite to fiber for international
communications

§ 16:5 The need to conduct international wire surveillance
inside the U.S

§ 16:6 Email

§ 16:7 A chronology of FISA modernization

§ 16:8 —Executive action

§ 16:9 —dJudicial action

§16:10 — —FISA’s basic elements: targets and facilities

§16:11 — — —Targets

§16:12 — — —Facilities

§16:13 — —Summary

§ 16:14 —Legislative action

§ 16:115 — —The PAA

§16:16 — —The FAA

§16:17 — — —Comparisons to the January 2007 FISC
Orders and Traditional FISA

§ 16:118 — — —Chart

CHAPTER 17. SURVEILLANCE AND
SEARCHES ABROAD—THE FISA

AMENDMENTS ACT OF 2008 AND SECTION

2.5 OF EXEC. ORDER NO. 12333
§17:1 Introduction

§17:2 The extraterritorial application of the Fourth
Amendment

§17:3 The FAA—Overview

§17:4 Acquisition targeting non-U.S. persons reasonably
believed to be abroad (50 U.S.C.A. § 1881a)

§17:5 —Limits on the scope of acquisition

§ 17:.6 ~ —Limits on the conduct of acquisition including
acquisition in exigent circumstances

§17:7 —Procedures and guidelines

§17:8 —Certification

§ 17:9 —dJudicial review

§ 17:10 — —Directives

§17:11 —Use in practice

§ 17:12  Acquisition targeting U.S. persons reasonably
believed to be abroad (50 U.S.C.A. § 1881b)

§ 17:13 —Use of Section 1881b

§ 17:14  Acquisition targeting U.S. persons reasonably
believed to be abroad (50 U.S.C.A. § 1881c¢c)

§ 17:15 —Scope
§17:16 Moving targets

§ 17:17 Comparison among Sections 1881a, 1881b, and 1881c

§ 17:18 Comparison between the FAA and traditional FISA

XXX1i1



NATIONAL SECURITY INVESTIGATIONS

§ 17:19 Section 2.5 of Exec. Order No. 12333
§ 17:20 Executive Order 14086

§ 17:21 —Section 1: Purpose

§ 17:22 —Section 2: SIGINT Activities

§ 17:23 —Section 3: Redress

CHAPTER 18. PEN REGISTER AND TRAP
AND TRACE SURVEILLANCE

§ 18:1 In general

§ 18:2 The scope of pen/trap surveillance

§ 18:3 Pen/Trap surveillance and the Fourth Amendment
§ 18:4 FISA pen/trap surveillance

§ 18:5 Bulk pen/trap surveillance

§ 18:6 Criminal pen/trap surveillance

CHAPTER 19. FISA ORDERS FOR THE
PRODUCTION OF BUSINESS RECORDS
AND TANGIBLE THINGS

§19:1 History and overview

§19:2 Current version of FISA’s business records provision

§19:3 Scope of FISA’s tangible-things provision

§19:4 Basis for a FISA tangible-things order

§ 19:5 Procedures for tangible-things applications and
orders

§ 19:6 Bulk collection of tangible things and Ongoing
Collection of Call Detail Records

§19:7 Disclosure of tangible-things orders

§ 19:8 Enforcement of a FISA tangible-things order

§ 19:9 Challenges to a FISA tangible-things order

§ 19:10 —Procedure for challenging a tangible-things order

§ 19:11 —Grounds for challenging a nondisclosure order

§19:12 —Grounds for challenging a production order

§ 19:13 Use of information obtained through a FISA tangible-
things order

§ 19:14 Constitutionality

§ 19:15 —Fourth Amendment

§19:16 —Fifth Amendment

§ 19:17 —First Amendment

CHAPTER 20. NATIONAL SECURITY

LETTERS

§ 20:1 In general

§ 20:2 Overview and history of NSLs

§ 20:3 Scope of provisions authorizing NSLs
§20:4 —RFPA: 12 U.S.C.A. § 3414

XXXIV



TaBLE oF CONTENTS

§ 20:5 —FCRA: 15 U.S.C.A. §§ 1681u and 1681v

§ 20:6 —ECPA: 18 U.S.C.A. § 2709

§ 20:7 —NSA: 50 U.S.C.A. § 3162

§ 20:8 Use of NSLs

§ 20:9 Dissemination of information obtained from NSLs

§ 20:10 Disclosure of NSLs

§ 20:11  Challenges to and Enforcement of NSLs

§ 20:12 Summary Table Comparing National Security Letter
Provisions

CHAPTER 21. MAIL COVERS
§ 21:1 In general

CHAPTER 22. THE GRAND JURY AND

MATERIAL WITNESS WARRANT'S

§ 22:1 Overview

§ 22:2 Use of material witness warrants in grand jury
investigations

§ 22:3 Sharing grand jury information with national security
investigators

PART III. NSI LITIGATION AND
PROSECUTIONS

CHAPTER 23. AN OVERVIEW OF
NATIONAL SECURITY LITIGATION AND

PROSECUTIONS
§23:1 In general

Volume 2

CHAPTER 24. LAW ENFORCEMENT AS A
NATIONAL SECURITY AND

COUNTERTERRORISM TOOL

§24:1 In general

§ 24:2 The recent history of law enforcement as a
counterterrorism tool

§ 24:3 A framework for evaluating the role of law
enforcement in counterterrorism

§24:4 Law enforcement as an effective counterterrorism tool

§ 24:5 —Disruption, incapacitation, intelligence collection
§ 24:6 —Counterarguments
§ 24:7 —Pragmatism and perception

XXXV



NATIONAL SECURITY INVESTIGATIONS

§ 24:8 Comparing the criminal justice and military
detention systems

§ 24:9 —Advantages of military authorities

§ 24:10 — —Government’s burden

§ 24:11 — —Admissibility of confessions

§ 24:12 — —Closing the courtroom

§ 24:13 — —Admissibility of hearsay

§ 24:14 — —C(Classified evidence

§ 24:15 —Advantages of civilian authorities

§ 24:16 — —Certainty and finality

§ 24:17 — —Scope

§ 24:18 — —Incentives for cooperation

§ 24:19 — —Sentencing

§ 24:20 — —The U.S. Sentencing Guidelines’ Terrorism
Enhancement

§ 24:21 — —International cooperation

§ 24:22 UdSiEg our authorities more effectively: The Miranda

ebate

§ 24:23 Conclusion

§ 24:24  Chart summarizing federal court, military
commissions, LOW detention

§ 24:25 Examples of intelligence obtained by the criminal
justice system

CHAPTER 25. AN OVERVIEW OF CIPA

§25:1 In general
§ 25:2 The problem of graymail
§ 25:3 Overview of CIPA

CHAPTER 26. DISCOVERY OF CLASSIFIED

INFORMATION (CIPA SECTIONS 3 AND 4)

§ 26:1 In general

§ 26:2 The government’s obligation to produce classified
information

§ 26:3 Internal DOJ procedures for cases involving classified
information

§ 26:4 Protective orders under CIPA Section 3

§ 26:5 Procedures governing discovery of classified
information

§26:6 —Rule 16(d)

§ 26:7 —CIPA Section 4

§ 26:8 —CIPA and governmental privileges

CHAPTER 27. USE OF CLASSIFIED
INFORMATION AT TRIAL (CIPA SECTIONS
5-8)

§27:1 In general

XXXV



TaBLE oF CONTENTS

§ 27:2 CIPA Section 5—Defendant’s obligation to give notice

§ 27:3 —Constitutionality of CIPA Section 5

§ 27:4 CIPA Section 6

§ 27:5  —The Section 6 notice and hearing

§ 27:6 —Determinations of relevance and admissibility

§ 27:7 —Substitutions, summaries, and admissions

§ 27:8 —The Attorney General’s authority to prevent
disclosure

§ 279 —Constitutionality of Section 6

§ 27:10 Appeals from Section 6 orders (CIPA Section 7)
§ 27:11 CIPA Section 8

CHAPTER 28. USE OF INFORMATION

ACQUIRED FROM FISA

§ 28:1 In general

§ 28:2 Minimization procedures

§ 28:3 Lawful purposes

§ 28:4 Law enforcement; use authorization

§ 28:5 State and foreign governments and private parties
§ 28:6 Privileged information

§ 28:7 Use of information acquired under the FAA

CHAPTER 29. FISA’S NOTICE PROVISIONS

§ 29:1 In general
§ 29:2 The need for secrecy
§ 29:3 Notice in litigation

§29:4 —Proceedings covered

§ 29:5 —Aggrieved persons and related issues

§ 29:6 —Timing of notice

§ 29:7 —Relationship to notice requirements under 18
U.S.C.A. § 3504

§ 29:8 Other situations in which notice is required

§ 29:9 —Notice after an emergency authorization

§ 29:10 —Notice of physical search when no reason exists for
secrecy

§ 29:11 Content of notice

CHAPTER 30. FISA’S PROCEDURES FOR
SUPPRESSION AND DISCOVERY MOTIONS

§ 30:1 In general

§ 30:2 Triggering judicial review of FISA activity
§ 30:3 —Notice

§ 30:4 —Motions to suppress

§ 30:5 —Motions to “discover or obtain”

§ 30:6 —Government petition

XXXVil



NATIONAL SECURITY INVESTIGATIONS

§ 30:7 FISA’s ex parte, in camera review procedure
§ 30:8 Procedure in administrative or state proceedings

CHAPTER 31. DISCOVERY AND
DISCLOSURE OF FISA APPLICATIONS,

ORDERS, AND EVIDENCE

§31:1 In general

§ 31:2 Disclosure in response to a motion for discovery or to
suppress

§ 31:3 Necessary to make an accurate determination of the
legality of the surveillance

§ 31:4 Except to the extent that due process requires
discovery or disclosure

§ 31:5 Comparison to Title ITI

§ 31:6 The constitutionality of FISA’s restrictions on
disclosure of applications and orders

§ 31:7 Discovery of evidence obtained using FISA

CHAPTER 32. SUPPRESSION OF FISA
INFORMATION

§32:1 In general

§ 32:2 Grounds for seeking and ordering suppression

§ 32:3 —Information “unlawfully acquired”/FISA activity not
“lawfully authorized”

§ 32:4 —FISA activity not “made in conformity with an order
of authorization”/not “lawfully conducted”

§ 32:5 Review of FISC orders in suppression litigation

§ 32:6  Scope of suppression remedy

§ 32:7 —“In accordance with the requirements of law”

§ 32:8 —“Evidence which was unlawfully obtained or derived”

§ 32:9 —Pen/Trap surveillance

CHAPTER 33. APPEAL OF FISA
DISCLOSURE AND SUPPRESSION ORDERS

§ 33:1 Appeals of orders denying motions for suppression or
disclosure

§ 33:2 Appeals of orders granting motions for suppression or
disclosure

§ 33:3 Standards of review

§ 33:4 —Certification of purpose and necessity

§ 33:5 —Probable cause

§ 33:6 —Disclosure of FISA applications and orders

§ 33:7 —Minimization

APPENDICES
Appendix A. The National Security Act of 1947 (as amended)

XXXVIil



TaBLE oF CONTENTS

Appendix B.
Appendix C.
Appendix D.
Appendix E.

Appendix F.
Appendix G.

Appendix H.
Appendix I.

Appendix J.

Appendix K.

Appendix L.
Appendix M.
Appendix N.

Executive Order 12333: United States
Intelligence Activities

The Foreign Intelligence Surveillance Act of
1978, as amended

The Attorney General’s Guidelines for Domestic
FBI Operations

Department of Justice Intelligence Sharing
Procedures (March 6, 2002)

FBI Woods Procedures

Department of Justice Annual FISA Letters and
Administrative Office Annual FISA Reports

Rules of the Foreign Intelligence Surveillance
Court and the Court of Review

The Classified Information Procedures Act (as
amended)

Procedures Governing Information Concerning
United States Persons Approved by the
Attorney General Under Section 2.3 of
Executive Order 12333

United States Signals Intelligence Directive 18,
Legal Compliance and U.S. Persons
Minimization Procedures (Issue Date: 25
January 2011)

Executive Order 14086
28 CFR Part 201
ICD 126

Table of Laws and Rules
Table of Cases

Index

XXXIX



