
Table of Contents 

Volume 1 

CHAPTER 1. INTRODUCTION 
§ 1:1 Generally 
§ 1:2 Description of the Internet 
§ 1:3 What Is Electronic Commerce 
§ 1:4 Legal Issues in Internet and Electronic Commerce Law 
§ 1:5 Other Computer Law Legal Issues 

CHAPTER 2. CONTRACTING FOR COMPUTER 
HARDWARE AND SOFTWARE AND RELATED 
SERVICES 
§ 2:1 Introduction 
§ 2:2 Systems Approach to Computer Acquisitions 
§ 2:3 Investigation of Customer Requirements 
§ 2:4 Development of Customer Specifications 
§ 2:5 Requests for Proposals 
§ 2:6 Selection of Supplier 
§ 2:7 Certainty of Contractual Terms and Integration Clauses 
§ 2:8 Acceptance Testing, Acceptance, and Payment Obligations 
§ 2:9 Ownership and Delivery of Source Code 
§ 2:10 Delivery of Documentation 
§ 2:11 Installation of the System 
§ 2:12 Training and Local Support 
§ 2:13 Maintenance and Support 
§ 2:14 Confidentiality Obligations 
§ 2:15 Personnel Assignments and Non-Assignability of Contract 
§ 2:16 Time for Performance 
§ 2:17 Audits 
§ 2:18 SR&ED Credits 
§ 2:19 Acquisition of Software by Assignment, Sale, and Licence 
§ 2:20 —Assignment of Rights in Software 
§ 2:21 —Sale of Software 
§ 2:22 —Licence of Software—Nature and Function of Licences of 

Software 
§ 2:23 — —The Licence Grant 
§ 2:24 —Shrink Wrap and Web Wrap Licences—Enforceability of 

Shrink Wrap Licences 
§ 2:25 — —Enforceability of Click-Wrap and Web Wrap Agreements 
§ 2:26 — —Right to Use and Maintain Software Sold Without an 

Enforceable Licence 

Contents-7 K 2025 Thomson Reuters, Rel. 1, 3/2025 



§ 2:27 — —Shareware Software 
§ 2:28 —Licensee Estoppel 
§ 2:29 —Patent Exhaustion 
§ 2:30 Applicability of Sale of Goods Legislation 
§ 2:31 —Computer Hardware 
§ 2:32 —Systems Comprising Hardware, Software, and Services 
§ 2:33 —Pre-packaged and Existing Computer Software 
§ 2:34 —Custom Programming 
§ 2:35 —Pure Services 
§ 2:36 Warranties, Conditions, Representations, and Terms As to 

Quality 
§ 2:37 —Fraudulent Misrepresentations 
§ 2:38 —Negligent Misrepresentation and Advice 
§ 2:39 —Express Warranties and Specifications 
§ 2:40 —Implied Condition of Fitness for Purpose Under Sale of 

Goods Legislation 
§ 2:41 —Breach of Implied Condition of Fitness for Purpose Under 

Sale of Goods Legislation 
§ 2:42 —Implied Condition of Merchantability Under Sale of Goods 

Legislation 
§ 2:43 —Terms as to Quality in Leasing Transactions 
§ 2:44 — —Direct Rights Against Supplier 
§ 2:45 — —Lessor’s Implied Warranties of Fitness for Purpose 
§ 2:46 —Implied Terms in Development Transactions 
§ 2:47 —Services Performed or Delivered by Computer 
§ 2:48 — —Duty of Care 
§ 2:49 — —Standard of Reasonable Care 
§ 2:50 —Fundamental Breach 
§ 2:51 —Exclusion of Warranties and Conditions of Fitness for 

Purpose and Merchantability 
§ 2:52 —Repair or Replace Limited Remedy 
§ 2:53 —Effects of Fundamental Breach on Limitations of Liability 

Clauses 
§ 2:54 —Intellectual Property Indemnities 
§ 2:55 Remedies—Right to Terminate 
§ 2:56 —Right of Rejection 
§ 2:57 —Damages—General 
§ 2:58 — —Excluding Liability 
§ 2:59 — —Recovering and Excluding Liability for Consequential 

Losses and Loss Profit Claims 
§ 2:60 —Entitlement to Specific Performance and Injunction 
§ 2:61 —Remedies of the Supplier 
§ 2:62 —Competition Act Remedies 

Volume 2 

CHAPTER 3. COPYRIGHT PROTECTION 

I. IN GENERAL 
§ 3:1 Introduction 

SOOKMAN: COMPUTER, INTERNET, ELECTRONIC COMMERCE AND AI LAW 

Contents-8 



§ 3:2 Protection for Computer Programs in the United States 
§ 3:3 Authoritativeness of United States and United Kingdom 

Decisions 

II. COPYRIGHT PROTECTION FOR COMPUTER 
PROGRAMS AND OTHER MACHINE READABLE 
WORKS 

A. ORIGINALITY REQUIREMENT FOR COMPUTER 
PROGRAMS AND OTHER MACHINE READABLE 
WORKS 

§ 3:4 Historical Interpretation of the Originality Requirement 
§ 3:5 Current Test for Originality 
§ 3:6 Application of Originality Requirement to Computer Programs 

B. ORIGINALITY REQUIREMENT FOR 
ENHANCEMENTS AND UPDATES 

§ 3:7 Generally 

C. AUTHORSHIP OF A WORK INVOLVING COMPUTER 
PROGRAMS AND OTHER COMPUTING 
TECHNOLOGIES 

§ 3:8 Who is an “Author”? 
§ 3:9 Works of Joint Authorship 
§ 3:10 Computer Aided and Computer Generated and Artificial 

Intelligence Generated Works and Synthetic Content 

D. OWNERSHIP OF COMPUTER PROGRAMS AND 
OTHER WORKS 

§ 3:11 Ownership of Works Created by Employees 
§ 3:12 Assignment of Rights 
§ 3:13 Ownership of Works Created by Independent Contractor 
§ 3:14 Ownership in the Crown 

E. FORMALITIES REQUIRED FOR THE PROTECTION 
OF COMPUTER PROGRAMS 

§ 3:15 Generally 

F. PROTECTION OF FOREIGN WORKS IN CANADA 

§ 3:16 Generally 

G. REQUIREMENT THAT A COMPUTER PROGRAM BE 
A “WORK” 

§ 3:17 Introduction 
§ 3:18 Computer Programs as Machine Parts 

TABLE OF CONTENTS 

Contents-9 K 2025 Thomson Reuters, Rel. 1, 3/2025 



§ 3:19 Computer Programs as Utilitarian Works 
§ 3:20 Computer Programs as Literary Works Before Bill C-60 

H. INTERPRETATION TO BE GIVEN THE 1988 
AMENDMENTS AND TO COPYRIGHT LEGISLATION 

§ 3:21 Generally 

III. COMPUTER TECHNOLOGY PROTECTED 
§ 3:22 Source Code 
§ 3:23 Object Code 
§ 3:24 Operating System Programs 
§ 3:25 Protected Embodiments 
§ 3:26 Microcode 
§ 3:27 Program Manuals and Documentation 
§ 3:28 User Interfaces—Copyright Protection 
§ 3:29 —Industrial Design Protection 
§ 3:30 Audio-Visual Works—Video Games—Protection in the United 

States 
§ 3:31 — —Protection in Canada 
§ 3:32 —Multi-Media Works 
§ 3:33 —Webpages and Metatags 
§ 3:34 Computer Databases and Digitally Stored Information 
§ 3:35 —Basis for Protection prior to January 1994 
§ 3:36 —Scope of Protection 
§ 3:37 —January 1994 Amendments 
§ 3:38 —Other Approaches to Protecting Databases 
§ 3:39 —Rights in Collective Works 
§ 3:40 Semiconductor Chips and Mask Works 
§ 3:41 Semiconductor Chip Legislation 
§ 3:42 Computer Hardware—Plans and Drawings 
§ 3:43 —Industrial Design Protection 
§ 3:44 Musical Works 
§ 3:45 Protocols 
§ 3:46 Computer Languages, Macros, Parameter Lists, APIs, and 

XML Formats 
§ 3:47 Digital Typefonts 
§ 3:48 Algorithms and Program Behaviour 
§ 3:49 Works that Result from the Use of Computer Programs 

IV. EXTENT OF PROTECTION FOR COMPUTER 
SOFTWARE 

A. OVERLAP BETWEEN COPYRIGHT AND OTHER 
FORMS OF PROTECTION 

§ 3:50 Generally 

B. IDEA/EXPRESSION DICHOTOMY AND OTHER 
LIMITING PRINCIPLES 

§ 3:51 General Principles 

SOOKMAN: COMPUTER, INTERNET, ELECTRONIC COMMERCE AND AI LAW 

Contents-10 



§ 3:52 —Functionality of Program Features 
§ 3:53 —Methods of Operation 
§ 3:54 Extent of Protection for Computer Program Code 
§ 3:55 Extent of Protection for Structure, Sequence, Organization and 

Non-Literal Elements of a Program 
§ 3:56 Extent of Protection for User Interfaces 
§ 3:57 Extent of Protection for Video Games, Audio-Visual Works and 

Websites 

V. INFRINGEMENT OF COPYRIGHT 

§ 3:58 Introduction 

A. INFRINGMENTS AND EXPRESS AND IMPLIED 
CONSENTS 

§ 3:59 Unauthorized Reproductions and Translations 
§ 3:59.10 Content can be express or implied 
§ 3:59.20 Compulsory Licenses 
§ 3:59.30 Licenses by Participating in a Regulatory Regime 
§ 3:60 Exceeding Licence Terms 
§ 3:61 Loading, Displaying, Browsing and Downloading of Works 
§ 3:62 —Loading and Execution of Programs and Other Digital 

Works 
§ 3:63 —Streaming of Works 
§ 3:64 —Display and Browsing of Works 
§ 3:65 —Downloading and Uploading Works 
§ 3:66 Making Back-up Copies 
§ 3:67 Making Modifications or Adaptations to Computer 

Programs 
§ 3:68 Making of Contrivances 
§ 3:69 Reverse Engineering of Programs 
§ 3:70 Creation of Compatible or Competing Software and Digital 

Products and Use of Standardized Program Features 
§ 3:71 Clean Room 
§ 3:72 Importing Infringing Works 
§ 3:73 Distribution and Resale Rights 
§ 3:74 Authorizing, Inducing, and Vicarious Liability for 

Copyright Infringement 
§ 3:75 —Authorizing Breach 
§ 3:76 —Accessorial, Joint Tort and Enablement Liability for 

Infringement of Copyright—Availability in Canada 
§ 3:77 — —Scope of Joint Liability—Common Design 
§ 3:78 — — —Induce or Procure Infringement 
§ 3:79 — — —Permission to Use Property to Commit 

Infringement 
§ 3:80 — — —Enabling Infringement 
§ 3:81 —Secondary Liability for Infringement Under United 

States Law 
§ 3:82 Computer Sampling 

TABLE OF CONTENTS 

Contents-11 K 2025 Thomson Reuters, Rel. 1, 3/2025 



§ 3:83 Infringement by Transmissions and Performances Over The 
Internet and Other Public Networks 

§ 3:84 —Infringement by Transmission of Copies 
§ 3:85 —Public Performance and Communicate to the Public 
§ 3:86 — —Performance in Public 
§ 3:87 — —Communicate to the Public 
§ 3:88 —Retransmission Rights 
§ 3:89 —Public Display Right 
§ 3:90 —Making Available Right 
§ 3:91 —Rights Clearances and On-Line Publishing 
§ 3:92 —Web-Linking, Framing and Pop-up Advertisements 
§ 3:93 Infringement of Moral Rights in Computer Programs and 

Other Digital Works 
§ 3:94 Rental of Computer Programs 
§ 3:95 Rights of Broadcasters 
§ 3:96 Fair Dealing Exception—Research and Private Study, and 

Criticism and Review 
§ 3:97 —Fair Use in the United States 
§ 3:98 Exceptions for Individuals: Private Copying, Format 

Shifting, Time Shifting and for User Generated Content— 
Private Copying Exemption 

§ 3:99 —Format and Time-Shifting Exceptions 
§ 3:100 —User-Generated Content Exception 
§ 3:101 Temporary Reproductions and Exceptions for Temporary 

Reproductions 
§ 3:102 Exception for Making Back-up Copies 
§ 3:103 Exceptions for Reverse Engineering Including for 

Interoperability, Encryption Research and Security Testing 
§ 3:104 —Interoperability 
§ 3:105 —Encryption Research 
§ 3:106 —Computer and Network Security 
§ 3:107 Exceptions for Education 
§ 3:108 Exceptions for Common Carriers, Network Operators, ISPs, 

Hosting Providers and Search Engines—Statutory 
Limitations for “Common Carriers” for Online Copyright 
Infringement 

§ 3:109 —Statutory Exceptions and Limitations for Internet 
Intermediaries for Online Copyright Infringement 

§ 3:110 — —Liability for Transmission, Routing and Provision of 
Connections 

§ 3:111 — —System Caching 
§ 3:112 — —Hosting Services 
§ 3:113 — —Dealing with Infringement Claims 
§ 3:114 — —Provision of Information Location Tools and Services 
§ 3:115 — —Injunction Against Intermediaries—Legal Basis for 

Site Blocking and Overview of Practices Internationally 
§ 3:116 — — —Why Site Blocking and Other Online Remedies Are 

Required 
§ 3:117 — — —Effectiveness of Web Site Blocking 
§ 3:118 — — —Risks of Over-Blocking 

SOOKMAN: COMPUTER, INTERNET, ELECTRONIC COMMERCE AND AI LAW 

Contents-12 



§ 3:119 — — —Site Blocking and Human Rights 
§ 3:120 — — —De-indexing Orders 
§ 3:121 — — —Legal basis for Injunctions Against Intermediaries 

in Canada 

VI. ESTABLISHING INFRINGEMENT OF COPYRIGHT 
BY REPRODUCTION IN COMPUTER PROGRAMS 

§ 3:122 General Principles 
§ 3:123 Comparison of Source Code, Object Code, and Non-Literal 

Elements of Computer Programs 
§ 3:124 Comparison in Different Material Forms 
§ 3:125 Substantial Similarity—General Principles 
§ 3:126 —Similarity as a Matter of Law 
§ 3:127 —Probative Similarity 
§ 3:128 —Analytic Dissection in Establishing Probative Similarity 

and Illicit Copying 
§ 3:129 Effect of Dissimilarities 
§ 3:130 Effect of Identical Code or Design Choices 
§ 3:131 Effect of Common or Duplicated Errors 
§ 3:132 Effect of Common Screen Displays and Program Outputs 
§ 3:133 Effect of Development Time and Cost 
§ 3:134 Obtaining Production of Computer Programs and Data and 

Particulars 
§ 3:135 Statutory Presumptions 
§ 3:136 Conflicts of Laws Problems 
§ 3:137 Role of Experts and Intended Audience 

VII. CIVIL REMEDIES 

§ 3:138 Introduction 
§ 3:139 Anton Piller Orders 
§ 3:140 Interlocutory Injunctions and Seizure before Judgment 
§ 3:141 —Strength of Case 
§ 3:142 —Irreparable Harm 
§ 3:143 —Balance of Convenience 
§ 3:144 —Seizure Before Judgment 
§ 3:145 —Contempt Proceedings 
§ 3:146 —Injunctions Against Internet Intermediaries 
§ 3:147 Permanent Injunction 
§ 3:148 Damages and an Account of Profits—Recovery of Damages 
§ 3:149 —Accounting of Profits 
§ 3:150 —Punitive and Aggravated Damages 
§ 3:151 —Innocent Infringement 
§ 3:152 —Statutory Damages 
§ 3:153 Costs 
§ 3:154 Copyright Misuse 
§ 3:155 Equitable Estoppel 
§ 3:156 Limitation Periods 
§ 3:157 Standing to Sue for Infringement 

TABLE OF CONTENTS 

Contents-13 K 2025 Thomson Reuters, Rel. 1, 3/2025 



§ 3:158 Standard of Review 
§ 3:159 Prohibition and Detention by Customs Officer 

VIII. LEGAL PROTECTION FOR TECHNOLOGICAL 
MEASURES 

§ 3:160 Need for Legal Protection for TPMs 
§ 3:161 —Types of TPMs and Why They Need Legal Protection 
§ 3:162 —Arguments Against Legal Protection for TPMs—Digital 

Lock-up and Impairment of Fair Dealing 
§ 3:163 — —Privacy Implications of TPMs 
§ 3:164 Legal Protection for TPMs Under the WIPO Treaties 
§ 3:165 TPM Protection in Other Countries—European Union 
§ 3:166 —Under the DMCA 
§ 3:167 Canadian Copyright Reform Related to TPMs 

CHAPTER 4. TRADE SECRET PROTECTION 
§ 4:1 Introduction 
§ 4:2 Advantages and Disadvantages of Trade Secret Protection 
§ 4:3 Basis for Protection 
§ 4:4 To Whom the Duty Applies 
§ 4:5 What Secrets Are Protected 
§ 4:6 Status of Computer Software and Hardware 
§ 4:7 Secrecy Requirement for Protection 
§ 4:8 —Disclosure by Marketing of Computer Hardware and 

Software 
§ 4:9 —Reverse Engineering 
§ 4:10 —Preserving Secrecy of Computer Hardware and Software 
§ 4:11 —Disclosure by Posting on Internet 
§ 4:12 Rights and Obligations of Employees 
§ 4:13 —Duties of Employees and Corporate Fiduciaries in the 

Absence of Restrictive Covenants—Duties of Employees 
§ 4:14 — —Duties of Corporate Fiduciaries 
§ 4:15 —Subjective or Objective Knowledge 
§ 4:16 —Employment Agreements 
§ 4:17 — —Allocation of Proprietary Rights 
§ 4:18 — —Non-disclosure Agreements 
§ 4:19 — —Non-competition Agreements 
§ 4:20 Breach of Confidence and Remedies for Misuse of Trade 

Secrets 
§ 4:21 —Injunctions 
§ 4:22 —Term of the Injunction 
§ 4:23 —Damages and Accounting of Profits 
§ 4:24 —Onus of Proof 
§ 4:25 —Liability of Third Persons 

CHAPTER 5. TRADEMARKS AND DOMAIN 
NAMES 
§ 5:1 Introduction 

SOOKMAN: COMPUTER, INTERNET, ELECTRONIC COMMERCE AND AI LAW 

Contents-14 



§ 5:2 Nature and Function of Trademarks 
§ 5:3 Adoption of a Trademark 
§ 5:4 Use of a Trademark 
§ 5:5 Selection of Trademarks 
§ 5:6 Clearly Descriptive Marks 
§ 5:7 When a Trademark or Trade-Name Is Confusing 
§ 5:8 Factors to Consider in Determining Confusion 
§ 5:9 —Inherent Distinctiveness 
§ 5:10 — —Commonly Used Words 
§ 5:11 — —Letters, Initials, and Acronyms 
§ 5:12 — —Suggestive Terms 
§ 5:13 — —Coined and Fancy Words 
§ 5:14 —The Nature of the Goods, Services, or Business 
§ 5:15 — —Similar Computer Hardware, Software and other 

Electronic Products 
§ 5:16 — —Similar Computer Services 
§ 5:17 — —Overlap between Computer Services, Hardware and 

Software 
§ 5:18 — —Overlap between Hardware and Software 
§ 5:19 — —Overlap between Computer Products and Office Supply 

Market 
§ 5:20 — —The Sophistication of the Buyer and the Value of the 

Goods or Services 
§ 5:21 —Overlapping Channels of Trade 
§ 5:22 Validity and Effect of Registration 
§ 5:23 Registration of Trademarks in the United States by Canadians 
§ 5:24 Applications for Registration of Trademarks 
§ 5:25 Description of Computer Goods or Services in the Application 
§ 5:26 Infringement of Trademarks 
§ 5:27 Depreciation of Goodwill and Trademark Dilution— 

Depreciation of Goodwill 
§ 5:28 —Trademark Dilution 
§ 5:29 Passing Off and Unfair Trading 
§ 5:30 —Parallel Importation of Goods 
§ 5:31 —Titles 
§ 5:32 Distinguishing Guises and Get-Up of Computer Hardware and 

Software 
§ 5:33 Remedies for Trademark Infringement—General Remedies 
§ 5:34 —Border Control Remedies 
§ 5:35 Nature and Function of Domain Names 
§ 5:36 Registration of Domain Names 
§ 5:37 —Registration of Domain Names in Canada—Pre-CIRA 

Registration 
§ 5:38 — —CIRA Pre-Operational Transfer Date Registration Rules 

and Procedures 
§ 5:39 — —CIRA Certified Registrars 
§ 5:40 — —Canadian Presence Requirements for Registrants 
§ 5:41 — —CIRA Registrant Agreement 
§ 5:42 — —CIRA General Registration Rules 

TABLE OF CONTENTS 

Contents-15 K 2025 Thomson Reuters, Rel. 1, 3/2025 



§ 5:43 —Registration of General Top-Level Domains 
§ 5:44 —ICANN Uniform Domain Name Dispute Resolution Policy 
§ 5:45 —CIRA Domain Name Dispute Resolution Policy 
§ 5:46 Registration of Domain Names As Trademarks 
§ 5:47 Infringement by Use of Trademarks and Domain Names on 

the Internet—Use of Domain Names and Trademarks to 
Infringe 

§ 5:48 —Metatags, Popup Ads, Sponsored Links and Trademark 
Infringement 

§ 5:49 —Linking and Framing and Trademark Infringement 
§ 5:50 —When Trademarks and Domain Names are “Used” in 

Canada 
§ 5:51 Cybersquatting and Bad Faith Registration of Domain 

Names—What is Cybersquatting? 
§ 5:52 —Remedies in the United States for Cybersquatting 
§ 5:53 —Trademark and Passing Off Remedies 

Volume 3 

CHAPTER 6. PATENT PROTECTION FOR 
COMPUTER-RELATED TECHNOLOGY 

I. IN GENERAL 

§ 6:1 Introduction 
§ 6:2 Subject-Matter Problems: General Principles 

II. PATENTABILITY OF COMPUTER-RELATED 
INVENTIONS IN THE UNITED STATES 

§ 6:3 Authoritativeness of American Decisions 
§ 6:4 Patentability of Software Inventions in the United States 
§ 6:5 —Pre-Benson 
§ 6:6 —Benson 
§ 6:7 —Diehr 
§ 6:8 —Freeman-Walter-Abele 
§ 6:9 —State Street, Alappat and AT&T 
§ 6:10 —Bilski 

III. PATENTABILITY OF COMPUTER-RELATED 
INVENTIONS IN CANADA 

§ 6:11 Introduction 
§ 6:12 Pre-Waldbaum Phase: 1970–1971 
§ 6:13 Waldbaum Phase: 1971–1978 
§ 6:14 Pre-Schlumberger Phase: 1978–1981 
§ 6:15 Schlumberger Phase: 1981 to Present 
§ 6:16 Control Systems 
§ 6:17 Data Manipulation and Information Enhancement Systems 

SOOKMAN: COMPUTER, INTERNET, ELECTRONIC COMMERCE AND AI LAW 

Contents-16 



§ 6:18 Operating System Software 
§ 6:19 Canadian Patent Office Guidelines 

IV. PATENTABILITY IN OTHER JURISDICTIONS 

§ 6:20 Patentability of Computer-Related Inventions Under the 
European Patent Convention 

§ 6:21 Patentability of Computer-Related Inventions in the United 
Kingdom 

V. PATENTABILITY OF COMPUTER ASSISTED AND 
COMPUTER GENERATED INVENTIONS 

§ 6:22 Generally 

CHAPTER 7. CRIMINAL LAW PROTECTION 

I. INTRODUCTION 

§ 7:1 Generally 

II. OFFENCES UNDER INTELLECTUAL PROPERTY 
LEGISLATION 

§ 7:2 Making and Selling Infringing Copies 

III. OFFENCES UNDER THE CRIMINAL CODE 

§ 7:3 Offences in Relation to Trade-Marks 
§ 7:4 Theft 
§ 7:5 —Theft of Computer Data 
§ 7:6 —Theft of Copyright in Computer Programs and Data 
§ 7:7 —Theft of Telecommunication Services 
§ 7:8 Unauthorized Use of Computer 
§ 7:9 Mischief 
§ 7:10 Fraud 
§ 7:11 False, Indecent or Harassing Communications 
§ 7:12 Preservation Demand and Preservation Order 
§ 7:13 Warrants for Tracking Devices and for Transmission Data 

Recorder 
§ 7:14 Trade Secrets 

IV. ILLEGAL AND OFFENSIVE COMMUNICATIONS 

§ 7:15 Freedom of Speech 
§ 7:16 Criminal Code Restrictions on Speech 
§ 7:17 Publication, etc., of an Intimate Image Without Consent 

V. CHILD PORNOGRAPHY AND VOYEURISM 

§ 7:18 Introduction 
§ 7:19 Criminal Code 

TABLE OF CONTENTS 

Contents-17 K 2025 Thomson Reuters, Rel. 1, 3/2025 



§ 7:20 Provincial Legislation — Ontario and Manitoba 
§ 7:21 Federal Legislation 

CHAPTER 8. PRIVACY AND DATA PROTECTION 

I. IN GENERAL 
§ 8:1 Introduction 
§ 8:2 What Is Privacy? 

II. CORE PRIVACY PRINCIPLES 
§ 8:3 Introduction 
§ 8:4 Human Rights Declarations and Conventions 
§ 8:5 OECD Guidelines 
§ 8:6 Council of Europe Convention 
§ 8:7 United Nations Guidelines Concerning Computerized Data 

Files 

III. IS PRIVACY IMPORTANT? 
§ 8:8 Generally 

IV. TECHNOLOGICAL CHALLENGES TO PRIVACY 
§ 8:9 Introduction 
§ 8:10 Single Number Identifiers 
§ 8:11 Smart Cards 
§ 8:12 Intelligent Transportation Systems 
§ 8:13 Geographic Information Systems 
§ 8:14 Work Place Monitoring 
§ 8:15 The Internet and On-line Systems 
§ 8:16 —Collection and Use of Data by Websites 
§ 8:17 —Search Directories and Search Engines 
§ 8:18 —Intelligent Agents 
§ 8:19 —Behavioural Advertising 
§ 8:20 Cloud Computing 

V. INTERNATIONAL DATA PROTECTION 
§ 8:21 Introduction 
§ 8:22 Europe 
§ 8:23 The European Directive 
§ 8:24 General Data Protection Regulation of the European 

Parliament and of the Council of the European Union 

VI. PRIVACY PROTECTION IN THE UNITED STATES 
§ 8:25 Generally 

VII. LEGAL BASIS FOR PROTECTION OF PRIVACY IN 
CANADA 

§ 8:26 Introduction 

SOOKMAN: COMPUTER, INTERNET, ELECTRONIC COMMERCE AND AI LAW 

Contents-18 



§ 8:27 Tort Actions 
§ 8:28 —Trespass 
§ 8:29 —Nuisance 
§ 8:30 —Negligence 
§ 8:31 —Defamation and Injurious Falsehood 
§ 8:32 —Misappropriation of Personality 
§ 8:33 —Breach of Confidence and Fiduciary Duty 
§ 8:34 Tort of Invasion of Privacy—Invasion of Privacy Tort in the 

United States 
§ 8:35 —Invasion of Privacy Tort in England 
§ 8:36 —Invasion of Privacy Torts in Canada 
§ 8:37 —Provincial Legislation Creating Privacy Tort 
§ 8:38 Breach of Privacy Policies 
§ 8:39 Conflicts Between Privacy Laws and the Charter 

VIII. FEDERAL AND PROVINCIAL PRIVACY 
LEGISLATION 

§ 8:40 Generally 

IX. PRIVACY IN QUÉBEC 

§ 8:41 Introduction 
§ 8:42 The Civil Code 
§ 8:43 The Québec Charter of Human Rights and Freedoms 
§ 8:44 Québec Data Protection Legislation 
§ 8:45 British Columbia and Alberta Legislation 

X. ACCESS TO INFORMATION LAWS 

§ 8:46 Generally 

XI. SECTORAL LEGISLATION PROTECTING PRIVACY 

§ 8:47 Introduction 
§ 8:48 Credit Reporting 
§ 8:49 Financial Institutions 
§ 8:50 Health and Medical Records 
§ 8:51 Telecommunications Sector 

XII. INTERCEPTION OF COMMUNICATION 

§ 8:52 Interception of Communication in the United States 
§ 8:53 Interception of Private Communications In Canada 
§ 8:54 —Criminal Code Provisions 
§ 8:55 —Radiocommunications Act 

XIII. CONSTITUTIONAL PROTECTION FOR PRIVACY 

§ 8:56 Introduction 
§ 8:57 Liberty and Privacy 

TABLE OF CONTENTS 

Contents-19 K 2025 Thomson Reuters, Rel. 1, 3/2025 



§ 8:58 Protection from Unreasonable Search and Seizure—Search 
and Seizure Under United States Law 

§ 8:59 —Search and Seizure Under Canadian Law 
§ 8:60 Constitutional Limitations to Protection of Privacy 

XIV. SPAMMING 

§ 8:61 Generally 

XV. PIPEDA — COMPREHENSIVE FEDERAL PRIVACY 
LEGISLATION 

§ 8:62 Introduction 
§ 8:63 Application of Legislation 
§ 8:64 What Information is Covered—Meaning of Personal 

Information 
§ 8:65 —IP Addresses and Behavioural Advertising 
§ 8:66 —Publicly Available Information 
§ 8:67 —De-identification under PIPEDA 
§ 8:68 —International Standards for De-identification 
§ 8:69 PIPEDA — Fair Information Practice Principles 
§ 8:70 —Principle 1 — Accountability 
§ 8:71 —Principle 2 — Identifying Purposes 
§ 8:72 —Principle 3 — Consent 
§ 8:73 —Principle 4 — Limiting Collection 
§ 8:74 —Principle 5 — Limiting Use, Disclosure and Retention 
§ 8:75 —Principle 6 — Accuracy 
§ 8:76 —Principle 7 — Safeguards 
§ 8:77 —Principle 8 — Openness 
§ 8:78 —Principle 9 — Individual Access 
§ 8:79 —Principle 10 — Challenge and Compliance 
§ 8:80 —Right to be Forgotten 
§ 8:81 Remedies 
§ 8:82 Organizational Codes of Practice 
§ 8:83 Collection of Information from Children 
§ 8:84 Data Breach Rules 

XVI. JURISDICTIONAL ISSUES 

§ 8:85 Generally 

XVII. TECHNICAL AND BUSINESS SOLUTIONS 

§ 8:86 Introduction 
§ 8:87 Anonymizers 
§ 8:88 Anonymous Payment Mechanisms 
§ 8:89 Pseudonymizers 
§ 8:90 Privacy Labels 
§ 8:91 Privacy Icons 
§ 8:92 Data Exchange Technology 
§ 8:93 Agent Software 

SOOKMAN: COMPUTER, INTERNET, ELECTRONIC COMMERCE AND AI LAW 

Contents-20 



§ 8:94 Trusted Third Parties 
§ 8:95 Data Base Technology 
§ 8:96 Pressure From Business Partners 
§ 8:97 Electronic Commerce Insurance 

XVIII. THE IMPLICATIONS OF THE U.S. PATRIOT ACT 
ON OUTSOURCING BY CANADIAN ENTITIES 

§ 8:98 Background and Scope of Patriot Act 
§ 8:99 Would Disclosure of Personal Information by an Outsourcer 

under the Patriot Act Violate Canadian Privacy Laws? 
§ 8:100 Do the Risks Associated with the Patriot Act Justify a Ban on 

Outsourcing? 
§ 8:101 Recommendations by BC Privacy Commissioner 
§ 8:102 Dealing with the Implications of the Patriot Act and Other 

Lawful Access Requests 

CHAPTER 9. ELECTRONIC EVIDENCE 
§ 9:1 Introduction 
§ 9:2 What Electronic Evidence Is Admissible 
§ 9:3 Real Versus Documentary Evidence 
§ 9:4 Authenticity 
§ 9:5 Best Evidence Rule 
§ 9:6 —UNCITRAL Model Law 
§ 9:7 —Uniform Electronic Evidence Act 
§ 9:8 Hearsay 
§ 9:9 —Business Records Exemptions Under the Evidence Act 
§ 9:10 —Common Law Hearsay Rule 
§ 9:11 Electronic Records and Foundation Evidence 
§ 9:12 Record Retention Policies 
§ 9:13 —UNCITRAL Model Law 
§ 9:14 —Uniform Electronic Commerce Act 
§ 9:15 —Bill C-6 
§ 9:16 Discoverability of Electronic Documents 

CHAPTER 10. ELECTRONIC CONTRACTING 

I. IN GENERAL 

§ 10:1 Introduction 
§ 10:2 Enforceability of Electronic Contracts 
§ 10:3 Electronic Contract Offers and Promises 

II. ENFORCEABILITY OF ONLINE AGREEMENTS 

§ 10:4 Introduction 
§ 10:5 Clickwrap Agreements 
§ 10:6 Sign-In Wraps 
§ 10:7 Browse Wrap or Webwrap Agreements 
§ 10:8 Enforceability of Arbitration Clauses in Online Agreements 

TABLE OF CONTENTS 

Contents-21 K 2025 Thomson Reuters, Rel. 1, 3/2025 



§ 10:9 Incorporation of Other Documents 
§ 10:10 Agreements Through Exchange of Emails 
§ 10:11 Failure to Read Online Agreements 
§ 10:12 Manner of Presenting Information and Opportunity to 

Review 
§ 10:13 Unilateral Amendments 
§ 10:14 Contracting with Minors 
§ 10:15 Unconscionable Online Terms 

III. CONTRACTS FORMED BY ELECTRONIC AGENTS 
§ 10:16 Introduction 
§ 10:17 Uniform Electronic Transactions Act 
§ 10:18 Uniform Commercial Information Technology Act 
§ 10:19 Uniform Electronic Commerce Act 

IV. ERRORS WHEN DEALING WITH ELECTRONIC 
AGENTS 

§ 10:20 Introduction 
§ 10:21 Uniform Electronic Transactions Act 
§ 10:22 Uniform Computer Information Transactions Act 
§ 10:23 Uniform Electronic Commerce Act 

V. TIME AND PLACE OF CONTRACT FORMATION 
§ 10:24 Generally 

VI. TIME AND PLACE OF RECEIPT OF 
COMMUNICATIONS 

§ 10:25 Introduction 
§ 10:26 UNCITRAL Model Law 
§ 10:27 Uniform Electronic Transactions Act 
§ 10:28 Uniform Computer Information Transactions Act 
§ 10:29 Uniform Electronic Commerce Act 

VII. CHOICE OF LAW AND VENUE FOR LEGAL 
PROCEEDINGS 

§ 10:30 Generally 

VIII. ATTRIBUTION OF DATA MESSAGES 
§ 10:31 Introduction 
§ 10:32 UNCITRAL Model Law 
§ 10:33 Uniform Electronic Transactions Act and E-Sign Act 
§ 10:34 Uniform Computer Information Transactions Act 
§ 10:35 Illinois Electronic Commerce Security Act 

IX. ELECTRONIC DOCUMENTS AND REQUIREMENTS 
FOR WRITINGS AND DISCLOSURES 

§ 10:36 Introduction 

SOOKMAN: COMPUTER, INTERNET, ELECTRONIC COMMERCE AND AI LAW 

Contents-22 



§ 10:37 UNCITRAL Model Law 
§ 10:38 Uniform Electronic Transactions Act and E-Sign Act 
§ 10:39 Uniform Computer Information Transactions Act 
§ 10:40 Uniform Electronic Commerce Act Based Legislation 
§ 10:41 Personal Information Protection and Electronic Document 

Act (PIPEDA) 
§ 10:42 Internet Sales Contract Harmonization Template 
§ 10:43 Canada Business Corporations Act 

X. REQUIREMENTS FOR ORIGINAL DOCUMENTS 

§ 10:44 Introduction 
§ 10:45 UNCITRAL Model Law 
§ 10:46 Uniform Electronic Transactions Act 
§ 10:47 Electronic Signatures in Global and National Commerce Act 

(E-Sign Act) 
§ 10:48 Illinois Electronic Commerce Security Act 
§ 10:49 Bill C-6 
§ 10:50 Uniform Electronic Commerce Act 
§ 10:51 British Columbia Offence Act 

XI. ELECTRONIC AUTHENTICATION AND 
REQUIREMENTS FOR SIGNATURES 

§ 10:52 Introduction 
§ 10:53 Functions of a Signature 
§ 10:54 What is a Signature in Law 
§ 10:55 Electronic Signatures 
§ 10:56 Secure Electronic Signatures 
§ 10:57 Digital Signatures 
§ 10:58 Importance of Secure Electronic Signatures to Electronic 

Commerce 
§ 10:59 —Confidentiality 
§ 10:60 —Authentication 
§ 10:61 —Integrity 
§ 10:62 —Non-Repudiation 
§ 10:63 Validity of Electronic Signatures 
§ 10:64 Legislative Reform Related to Electronic Signatures 
§ 10:65 —Signature Enabling Approach 
§ 10:66 —Reliability as a Pre-Condition to Enforceability 
§ 10:67 —Trustworthy Signature as a Pre-Condition to Enforceability 
§ 10:68 —Prescriptive Approaches 
§ 10:69 —Hybrid Approaches 
§ 10:70 —Presumptions Associated with Secure Electronic Signatures 

XII. PUBLIC KEY INFRASTRUCTURES (PKIS) 

§ 10:71 What is a Public Key Infrastructure? 
§ 10:72 Role of Certification Authorities in PKIs 
§ 10:73 Qualifications of a Certification Authority 

TABLE OF CONTENTS 

Contents-23 K 2025 Thomson Reuters, Rel. 1, 3/2025 



§ 10:74 Certificate Policies and Certificate Practice Statements 
§ 10:75 Issuance of a Certificate 
§ 10:76 Certification Authority Liability Under Certificate Policies 
§ 10:77 —EC Directive 
§ 10:78 —British Columbia Land Titles Amendment Act 
§ 10:79 —Minnesota Electronic Authentication Act 
§ 10:80 —Illinois Electronic Commerce Security Act 
§ 10:81 —UNCITRAL Uniform Rules on Electronic Signatures 
§ 10:82 Suspension of a Certificate 
§ 10:83 —Minnesota Electronic Authentication Act 
§ 10:84 —ABA Guidelines 
§ 10:85 Revocation of a Certificate 
§ 10:86 Certification Authority Disclosure Obligations 
§ 10:87 —European Commission Electronic Signature Directive 
§ 10:88 —Illinois Electronic Commerce Security Act 
§ 10:89 Liability of Certification Authorities 
§ 10:90 —European Commission Electronic Signature Directive 
§ 10:91 —Minnesota Electronic Authentication Act 
§ 10:92 —ABA Guidelines 
§ 10:93 Recognition of Foreign Certificates 
§ 10:94 Subscriber Duties and Liabilities 
§ 10:95 —Creation and Control of Signature Devices 
§ 10:96 —Obtaining and Accepting a Certificate 
§ 10:97 —Initiating Suspension or Revocation of a Certificate 
§ 10:98 Subscriber Agreements 
§ 10:99 Employee Use of Certificates 
§ 10:100 Criminal Sanctions 

XIII. CONSUMER PROTECTION 

§ 10:101 Introduction 
§ 10:102 Information Provision 
§ 10:103 —Information About the Business 
§ 10:104 —Information About the Goods or Services 
§ 10:105 —Information About the Transaction 
§ 10:106 Contract Formation 
§ 10:107 Privacy 
§ 10:108 Security of Payment and Personal Information 
§ 10:109 Dispute Resolution and Redress 
§ 10:110 Liability 
§ 10:111 Spam 
§ 10:112 Consumer Awareness 
§ 10:113 Internet Sales Contract Harmonization Template 

XIV. ELECTRONIC MONEY 

§ 10:114 Introduction 
§ 10:115 The Legal Character 
§ 10:116 Commercial Law Issues 

SOOKMAN: COMPUTER, INTERNET, ELECTRONIC COMMERCE AND AI LAW 

Contents-24 



§ 10:117 Monetary Law Issues 
§ 10:118 Regulatory Issues 
§ 10:119 Consumer Protection 
§ 10:120 Criminal Law 
§ 10:121 Cryptocurrencies 

CHAPTER 11. JURISDICTION, REGULATION 
AND THE INTERNET 

I. INTRODUCTION 

§ 11:1 Generally 

II. PERSONAL JURISDICTION AND THE INTERNET 

§ 11:2 Introduction 
§ 11:3 Personal Jurisdiction Under United States Law — General 

Principles 
§ 11:4 Non-Internet Electronic Activities and Personal Jurisdiction 

in the United States 
§ 11:5 Internet Activities and Specific Jurisdiction Under United 

States Law 
§ 11:6 Personal Jurisdiction — The Canadian Framework 
§ 11:7 Internet Activities and General Jurisdiction in the United 

States 
§ 11:8 Passive Web Sites and Personal Jurisdiction 
§ 11:9 Interactive Web Sites and Personal Jurisdiction 
§ 11:10 Conducting Business Over the Internet and Personal 

Jurisdiction 
§ 11:11 Aggregating Contacts and Targeting U.S. Market by Internet 
§ 11:12 Registration of Domain Names and Personal Jurisdiction 
§ 11:13 Avoiding Jurisdiction of Foreign States 

III. SELLING SERVICES OR GOODS OVER THE 
INTERNET 

§ 11:14 Licensing and Registration Requirements 
§ 11:15 Human Rights and Discriminatory Business Practices 
§ 11:16 False and Misleading Advertising and Unfair Business 

Practices 
§ 11:17 Warranties and Conditions 
§ 11:18 Statutory Formalities 
§ 11:19 Comparative Advertising 
§ 11:20 Contractual Restrictions 
§ 11:21 Language Regulation 

IV. BROADCASTING AND TELECOMMUNICATIONS 
OVER THE INTERNET 

§ 11:22 Generally 

TABLE OF CONTENTS 

Contents-25 K 2025 Thomson Reuters, Rel. 1, 3/2025 



V. CRIMINAL LAW 

§ 11:23 Generally 

VI. INTERNET GAMING AND CONTESTS 

§ 11:24 Generally 

VII. CRYPTOGRAPHY 

§ 11:25 Introduction 
§ 11:26 The Wassenaar Arrangement 
§ 11:27 OECD Guidelines on Cryptography 
§ 11:28 Canada’s Cryptography Policy 
§ 11:29 Encryption Export Control Regulations in the United States 

VIII. ENFORCEMENT OF JUDGMENTS, AND ORDERS 
OBTAINING THE IDENTITY OF WRONG-DOERS, 
AND ORDERS AGAINST INTERMEDIARIES 

§ 11:30 Enforcing Orders Extra-Territorially 
§ 11:31 Discovering the Identity of Wrongdoers from Third Parties 
§ 11:32 Injunctions Against Intermediaries—Blocking Orders Against 

ISPs 
§ 11:33 —De-indexing Orders Against Search Engines 
§ 11:34 —Equitable Basis for Making Orders Against Online 

Providers 
§ 11:35 —Orders Against Intermediaries in the United States 
§ 11:36 —Blocking Orders and Net Neutrality 

IX. PRIVACY AND DATA PROTECTION 

§ 11:37 Generally 

X. SECURITIES LAW AND JURISDICTION 

§ 11:38 Introduction 
§ 11:39 Jurisdiction of Canadian Securities Administrators 
§ 11:40 Jurisdiction over Cross Border Securities Activities on the 

Internet 
§ 11:41 —The United States 
§ 11:42 —United Kingdom 
§ 11:43 —Canadian National Policy 47-201 Trading in Securities 

Using the Internet and Electronic Means 
§ 11:44 Electronic Communications Disclosure Guidelines 
§ 11:45 Delivery of Documents by Electronic Means 
§ 11:46 Electronic Communication to Shareholders 

XI. TAXATION, JURISDICTION AND THE INTERNET 

§ 11:47 Introduction 
§ 11:48 Residence and Jurisdiction 

SOOKMAN: COMPUTER, INTERNET, ELECTRONIC COMMERCE AND AI LAW 

Contents-26 



§ 11:49 Source of Income and Jurisdiction 
§ 11:50 Carrying on Business and Jurisdiction 
§ 11:51 —Location of the Business 
§ 11:52 —The Place Where Contracts are Made 
§ 11:53 —Location of the Operations From Which Profits Arise 
§ 11:54 Services Performed or Rendered in Canada and Jurisdiction 
§ 11:55 Permanent Establishment 

XII. TORTIOUS ACTIVITY AND JURISDICTION 
§ 11:56 Generally 

XIII. ELECTRONIC DEFAMATION AND JURISDICTION 
§ 11:57 Introduction 
§ 11:58 Intermediate Liability for Publication of Defamatory 

Statements 
§ 11:59 Where Publication Occurs 
§ 11:60 Personal Jurisdiction and Online Defamation 
§ 11:61 Notice and Limitation Periods 
§ 11:62 Damages and Injunctive Relief for Internet Defamation— 

Damages for Internet Defamation 
§ 11:63 —Injunctions for Internet Defamation 
§ 11:64 Statutory Immunity for Defamation Under the 

Communications Decency Act 

XIV. INTELLECTUAL PROPERTY INFRINGEMENT 
CLAIMS AND JURISDICTION 

§ 11:65 Introduction 
§ 11:66 Personal Jurisdiction for Internet-Related Intellectual 

Property Claims 
§ 11:67 Which Law Applies to Transnational Infringement Actions 
§ 11:68 Where Transnational Infringement Claims Can be Brought 

XV. CONSTITUTIONAL JURISDICTION 
§ 11:69 Generally 

APPENDICES 
Appendix A. Integrated Circuit Topography Act 

Appendix A1. Canadian Legislation 

Appendix A2. WIPO Treaty 

Appendix A3. European Community Council Directives 

Appendix A4. United Kingdom Legislation 

Appendix A5. Integrated Circuit Topography—United States 
Legislation 

Volume 4 
Appendix B. Copyright Protection 

TABLE OF CONTENTS 

Contents-27 K 2025 Thomson Reuters, Rel. 1, 3/2025 



Appendix B1. WIPO 

Appendix B2. European Community 

Appendix B3. United Kingdom 

Appendix B4. United States 

Appendix B5. Canada 

Appendix B6. New Zealand 

Appendix C. Part III—Patents 

Appendix C1. Canada 

Appendix C2. United States Patent and Trademark Office 

Volume 5 
Appendix D. Electronic Commerce 

Appendix D1. Canada—Federal 
Appendix D2. Alberta 

Appendix D3. British Columbia 

Appendix D4. Manitoba 

Appendix D5. Nova Scotia 

Appendix D6. Ontario 

Appendix D7. Quebec 

Appendix D8. Saskatchewan 

Appendix D9. Yukon Territory 

Appendix D10. Prince Edward Island 

Appendix D11. New Brunswick 

Appendix D12. Newfoundland and Labrador 

Appendix D13. Northwest Territories 

Appendix D14. Nunavut 

Appendix D15. UNCITRAL 

Appendix D16. European Union 

Appendix D17. United Kingdom 

Appendix D18. United States 

Volume 6 
Appendix E. Personal Information Protection 

Appendix E1. Canada—Federal 

Appendix E2. Alberta 

Appendix E3. British Columbia 

Appendix E4. Ontario 

Appendix E5. Quebec 

SOOKMAN: COMPUTER, INTERNET, ELECTRONIC COMMERCE AND AI LAW 

Contents-28 



Appendix E6. Manitoba 

Appendix E7. Saskatchewan 

Appendix E8. Nova Scotia 

Appendix E8.30. New Brunswick 

Appendix E8.50. Prince Edward Island 

Appendix E8.70. Newfoundland and Labrador 

Appendix E9. Privacy Commissioners 

Appendix E10. European Union 

Appendix E11. United Kingdom 

Volume 7 
Appendix F. Consumer Protection 

Appendix F.05. Alberta 

Appendix F1. British Columbia 

Appendix F2. Manitoba 

Appendix F3. Nova Scotia 

Appendix F4. Ontario 

Appendix F5. Saskatchewan 

Appendix G. Electronic Evidence 

Appendix G1. Federal 

Appendix G2. Provincial Legislation 

Appendix G3. Manitoba 

Appendix G4. Nova Scotia 

Appendix G5. Ontario 

Appendix G6. Saskatchewan 

Appendix G7. Yukon Territory 

Appendix G8. Prince Edward Island 

Appendix G9. New Brunswick 

Appendix H. Criminal Legislation 

Appendix H1. Criminal Code 

Appendix H2. Computer Fraud Act 

Appendix H3. Bill C-13 Protecting Canadians from Online Crime Act 
Appendix I. Multi-National Aspects of Intellectual Property Law 

Appendix I1. North America 

Appendix I2. European Union 

Appendix J. Trade-marks and Internet Domain Names 

Appendix J1. Federal 

Appendix J2. CIRA, Policies, Rules and Procedures 

TABLE OF CONTENTS 

Contents-29 K 2025 Thomson Reuters, Rel. 1, 3/2025 



Appendix J3. Internet Corporation for Assigned Names and Numbers 
(ICANN) Policies 

Volume 8 
Appendix K. Internet Advertising, E-mail, and Spam and Spyware 

Appendix K1. CASL and CASL Regulations 

Appendix K2. United States 

Appendix K3. Europe 

Appendix K4. United Kingdom 

Appendix K5. Other Jurisdictions 

Appendix L. Internet Taxation 

Appendix L1. Technical Information Bulletin B-090 — GST/HST and 
Electronic Commerce 

Appendix L2. E-commerce 

Appendix L3. GST/HST and e-commerce 

Appendix L4. FAQ - Application of the GST/HST in relation to 
electronic commerce supplies 

Appendix L5. GST/HST rates and place-of-supply rules 

Appendix M. Securities 

Appendix M1. National Policy 11-201 — Electronic Delivery of 
Documents 

Appendix M2. National Policy 47-201 — Trading in Securities Using 
the Internet and Other Electronic Means 

Appendix N. Trade Secrets 

Appendix N1. Remedies Table — Misuse of Confidential Information 

Appendix SLL. Electronic Commerce Secondary Legal Literature 

Appendix TC. Tables of Concordance 

Appendix WP. Words and Phrases 

Table of Cases 

Index 

SOOKMAN: COMPUTER, INTERNET, ELECTRONIC COMMERCE AND AI LAW 

Contents-30 




