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e-commerce fraud (Category B) 
fraudulent promoters, 38-39 

mobile phone fraud, 211-212 
online travel fraud, 196-197 
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ignorance or disincentive, 138-139 

confirmation bias, 125, 134, 138 
negative consequences, 139-141 
prestige effect, the, 135 
skepticism, 135-137 

GLOBAL TRENDS 
Australia, 162-164 

computer virus scams, 162-163 
domain name scams, 164 
energy billing scams, 162 
fake franchise scams, 163 
fake ticket scams, 163 
fake websites, 163 
impersonation scams, 163 
romance swindles, 164 
scareware, 163 
tragedy scams, 163 
travel scams, 162 

Canada, 167-170 
advance fee fraud, 168 
affinity fraud, 168 
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